Efficiency and Performance Analysis of On-demand Routing Protocols in Autonomous System

Jahangir khan, Syed Irfan Hyder and Khisro khan

1Department of computer science and IT Sarhad university of Science and Information Technology Peshawar 25000 Pakistan.
2Graduate School of science & Engineering, PAF-KIET, PAF Base Korangi Creek Karachi 75190 Pakistan.
3Directorate of science & information Technology, Dean Plaza Peshawar 25000, Pakistan.

Abstract: An Ad-hoc network is a collection of wireless mobile nodes statically and dynamically forming a network without the use of any existing network infrastructure or centralized administration. The objective of this master research is to extend and evaluate proposed routing protocols Ad-hoc on-demand Distance vector Routing (AODV) and Dynamic source Routing (DSR) in order to judge MANET delay and packet delivery ratio. In this paper we not only make an attempt to compare the performance, efficiency and correctness of on-demand reactive protocols of mobile ad-hoc networks but also data delivery ration in intermediate nodes and also to present some of the fundamental routing issues when developing a QoS framework for ad hoc networks. In order to prove performance and efficiency evaluation of the proposed routing protocols should be done theoretically and practically implemented using the MANET model in OPNET simulator. Categories and Subject Descriptors: C 2.2 [computer-communication networks]: Network protocols-Routing protocols; C.2.1 [computer-communication networks]:Network Architecture and Design-Wireless communication. General Terms Design, performance, simulation analysis.
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INTRODUCTION

In modern world wireless communication technology, mobile computers are using very increasingly in many areas for different activities. Mobile Ad hoc Networks or peer to peer networks are an old concept defined in modified form by the invention of the wireless technologies like Bluetooth and WiFi etc. Mobile Ad hoc Networks (MANETS) are dynamic independent networks consists of mobile nodes. Such networks represent a fully mobile infrastructure due to the wireless communication between nodes. Mobile Ad hoc Network can be created and used at any time, any where without any pre-existing base station infrastructure and central administration. The nodes in the network are used to provide connectivity and services, i.e. the nodes communicate directly with one another in peer-to-peer fashion. MANETS are used in applications such as disaster recovery, conferences, lectures, emergency situation in hospitals, meetings, crowd control, and battle fields. In such applications there is no need for central administration or fix infrastructure. The only way to add or delete nodes in Mobile Ad hoc Network is by interaction with other nodes (Lee, 2000). In the fast world of growing technology the advancement in computers and mobile wireless communication technology have increasingly used applications in every area of life. Most of the technology operates in the traditional Internet Protocol (IP) suite. In the competition of this modern technology the aim of Mobile Ad Hoc networking is to provide efficient communication in wireless technology by adopting routing functionality in mobile nodes. The main aim behind the developing of ad hoc networking is multi-hop relaying. In recent years Mobile Ad Hoc networks gained tremendous attention and popularity because of self- configuration and self-maintenance capabilities. The mobile nodes in MANETS can be located any where within the cell and are free to move randomly at any time. Due to the node mobility, network topology and connection between nodes can change quickly and unpredictably. There are no dedicated routers in MANETS; every node in MANETS can function both as a sender and receiver or a router. As a sender the node can send messages to any specified node through one of the selected route.
The node acting as a receiver can receive messages from other nodes. MANET node acting as a router is responsible for directing information, discovering and maintaining routes to other nodes in a random way to build a network (He, 2003). Ad-hoc networks are multi-hop wireless network where each node with a radio link can serve as a router or access point to maintain network connectivity. Loads of research work and efforts have been done since last decade to provide support and solution to different problems and challenges related to mobile ad hoc networks. But still the fast growing technology needs attention in many areas such as routing, bandwidth, security, power consumption, collisions, simulations, and topology control due to moving nodes. In mobile ad hoc network we cannot use the existing techniques for better quality as we are using in fixed wireless network for better efficiency. It is a new technology which requires new techniques for better efficiency and easy organizing mobile ad hoc networks in the next generation of wireless communication. Thus in this paper we extend and evaluate proposed routing protocols to be suitable for mobile ad hoc networks based on QoS framework. In order to prove its correctness and efficiency the evaluation of the proposed protocols (DSR and AODV) should be done theoretically and implemented through simulation using OPNET version 12.0 network simulator. In this paper I also compare the result of ad-hoc routing protocols with the result of routing protocols in wired network. Thus the purpose of this research is to understand the functioning of ad hoc networks and implement three proposed routing protocols for mobile ad hoc networks. After analyzing the existing QoS models with respect to the dynamic and rapidly changing behavior of ad hoc networks, this research attempts to present some of the fundamental routing issues when developing a QoS framework for ad hoc networks. The paper is organized as follows. In section 2 I describe proactive and reactive routing protocols of MANETS. In section 3 proposed routing protocol and their theoretical implementation for QoS in respect to the way nodes communicate to each other. In section 4 to examine problems they are facing, how to recover from broken links in selected routes etc. In section 5 I describe implementation of AODV and DSR routing protocols in OPNET simulator to check performance with respect to different parameters and QoS support in different ways, section 6 covers the analytical comparison of hop-by-hop AODV and DSR protocols. Section 7 concludes the paper.

2.1 Proactive or Table Driven Routing Protocols:

The name implies, these routing protocols maintain information about global network topology in the form of routing tables at every node all time. Proactive Routing protocols are enhanced version of traditional wired/wireless network routing protocols. These protocols maintain routing information on every single node in network even before it needed. In other words it provides complete picture of network topology on every node. Routing information's in routing tables is updated periodically and therefore actively determines layout of the network as network topology changes. These protocols are ideal in time-critical environment as it takes less time to determine best route for packets, but are not suitable for larger networks as it needs new node entry in table on every node which cause overhead and consumption of bandwidth. When a host node in the network requires a path to destination to send data packets, proactive routing protocol runs path finding algorithm to find best available route (Renesse, 2004). The common proactive routing protocols used by MANET are DSDV, OLSR, STAR, CGSR, FSR, HSR, GSR, and WRP.

1.2. Reactive or On-demand Routing Protocols:

Ad Hoc networks using the reactive protocols do not maintain network topology information on all nodes at all time. As clear form the name on-demand routing these protocols do not exchange routing information periodically but use flooding method to obtain information when required for a node to send data packet. The host node which needs to transmit packets to destination in network, broadcasts a route request to all nodes in network. The host node will be waiting for reply of the nodes in the network to provide a path to destination before transmitting packets (Lang, 2006). The common reactive routing protocols used by MANET are DSR, AODV, TORA, ABR, SSA, LAR, FORP, LMR, ROAM and PLBR.

2. Overview of the Selected Routing Protocols and QoS in MANET's:

To discuss in details the current Mobile Ad Hoc Network (MANET) routing protocols concept as described by Internet Engineering Task Force (IETF) MANET working group. In particular, Ad Hoc On-Demand Distance Victor (AODV) Routing, Dynamic Source Routing (DSR), and Temporally Ordered Routing Algorithm (TORA) are discussed along with a review of previous research implementation of these routing protocols.
2.1. Ad-hoc On-demand Distance Vector Routing Protocol (AODV):
AODV routing algorithm is a routing protocol design for mobile Ad-hoc networks and is using on-demand routing approach for establishment of route between nodes. As it uses on-demand routing therefore it built route to transmit data packets when the source node desired and is trying to maintain established route as long as they are needed. AODV protocol has quality to support unicast, multicast and broadcast routing with loop free, self starting and scalable characteristics. AODV protocol routes data packets between mobile nodes of ad hoc network. This protocol allows mobile nodes to pass data packets to required destination node through neighbor’s node which cannot directly communicate. Nodes of network periodically exchange information of distance table to their neighbors and ready for immediate updates. AODV protocol is responsible to select shortest and loop free route from table to transfer data packets. In case of errors or changes in selected route, AODV is able create a new route for the rest of transmission of establishment and maintenance in figure 2.

![Fig. 2: Route establishments. (a) Route maintenance. (b) in AODV.](image)

2.2. Dynamic source Routing (DSR):
Dynamic Source Routing (DSR) Protocol is an on-demand routing protocol developed at Carnegie Mellon university Pittsburgh USA for use of multi-hop wireless mobile ad hoc networks. DSR routing protocol is designed for mobile ad hoc network to keep features of both on-demand routing protocol and source routing protocol. DSR protocol performing as on-demand routing establishes a route between source and destination node when source node wants to send data packets. In source routing, as clear from name DSR controls route through source node and data packets are sends only on those route for which source node provide information (Nicolau, 2005) like other on-demand reactive routing protocols, routing of data packets in DSR protocol between mobile nodes of ad hoc network is based on request-reply method. DSR control the wastage of bandwidth by eliminating need of periodic table updating. As discussed earlier that DSR protocol can establish a route to destination through source routing, therefore it does not require transmission of periodic hello message by a node to inform its neighbor about his presence (Tavel, 2007). Attractive point of DSR source routing protocol is that intermediate nodes of ad hoc network do not need to keep route information. The path is clearly defined in data packet of source node.
DSR routing protocol supports uni-directional communication between mobile nodes (Lee, 2000). In mobile wireless ad hoc network communication between mobile nodes through DSR routing protocol is achieved by two phases: Route establishment and maintenance in figure 3.

![Route establishment and maintenance in DSR](image)

Fig. 3: Route establishments. (a) Route maintenance. (b) in DSR.

3. **Quality of Service (QoS) in MANET:**

The widely accepted definition of QoS is defined by the consultative committee for international telephony and telegraph (CCIT) recommendation E.800 as “the collective effect of service performance which determines satisfaction degree of a service user”. The maturity of wireless mobile technologies and the evolution of different applications provide a reason for the introduction of QoS in wireless ad hoc networks. The goal of QoS routing in MANET is to select routes with sufficient resources for data packets with QoS requirements to increase possibility that network will be capable of supporting and maintaining them. The following figure 5 shows the QoS components. Achieving QoS in mobile ad hoc network corresponds to a real need and is difficult as compared with traditional wired networks. QoS is essential element in routing which informs source node about successful availability of destination node. QoS guarantees in mobile ad hoc networks.
Fig. QOS components in routing protocol.

4. Simulation Environment:
Conducting real world mobile ad hoc network experiments for researchers are difficult and costly. Therefore MANET research communities commonly rely on computer simulation to evaluate and analyze their experiments on different routing protocols for dynamic ad hoc networks. The simulation results are far from perfect real environment but still provide a better understanding. Simulation is the process of designing a model of real system and conducting experiments for purpose of understanding behavior and verification of proposed system control at different stages. The selection of good simulation tool helps a lot in better testing of proposed mechanism in several different possible environments. The emerging MANET routing algorithm studies shows that some sensitive simulation parameters affect simulation results. In this paper the simulation result of two previously published MANET routing protocols AODV and DSR are presented using TCP based application. AODV and DSR are most popular MANET on-demand routing protocols. The analysis of proposed protocols is done using the MANET model in OPNET simulator.

4.1. MANET Node Model Structure of OPNET:
Routing protocols AODV, DSR, and TORA are implemented at IP layer in MANET model structure as shown in the following figure. Models of AODV, DSR, TORA, and OLSR are available in OPNET version.12, to explains node model architecture of MANET nodes.

Fig. 6: MANET node model structure (OPNET model).
Ip_dispatch is root process for IP in MANET node and creates a child process manet_mgr. The manet_mgr function as manager process and provides a common interface to multiple mobile ad hoc routing protocols in OPNET. The manet_mgr is further child process for required MANET protocol as configured in parameter in the proceeding table.1 of section 4.2.

4.2. Analysis and Simulation Results:

Here I explain how to model and simulate two different routing protocols AODV and DSR in ad hoc network with different parameters in table1 using MANET models and The main parameters that effect mobility in Ad Hoc Network are maximum speed of mobile host nodes and pause time between each moving. In this paper I discuss different phases such as design, simulation, data collection, and analysis. In this simple scenario of ad hoc network the following parameters are used for simulation purpose.

<table>
<thead>
<tr>
<th>Table 1: Simulation parameters.</th>
<th>AODVand DSR</th>
</tr>
</thead>
<tbody>
<tr>
<td>Routing Protocols</td>
<td></td>
</tr>
<tr>
<td>Number of wireless nodes</td>
<td>50 nodes</td>
</tr>
<tr>
<td>Movement space</td>
<td>4000m x 3000m</td>
</tr>
<tr>
<td>Maximum speed</td>
<td>2, 10, and 20 m/s</td>
</tr>
<tr>
<td>Maximum pause time</td>
<td>0 and 200s</td>
</tr>
<tr>
<td>Transmission rates</td>
<td>2, 5, and 10 packets/s</td>
</tr>
<tr>
<td>Packet size</td>
<td>512 bytes</td>
</tr>
<tr>
<td>Simulation time</td>
<td>300s</td>
</tr>
</tbody>
</table>

4.2.1. Analysis of AODV Routing Protocol:

The simulated scenario evaluates the performance of important TCP parameters for AODV based 6 nodes network. All nodes in the network are configured to run AODV protocol and FTP sessions. In simulation process different AODV parameters are used as suggested by RFC and WLAN data rate. A single TCP connection is established between wireless nodes of scenario. Two different self mobility trajectories are defined for mobile. The results shows amount of routing traffic generated, route discovery time and the number of hops per route, TCP/IP traffic, no; of RREQ and RREP packets and FTP download and upload time. Simulation of mobile ad hoc network consist of six nodes was run for 300 seconds and the following results were generated.

![Fig. 7: Simulation progress report for AODV routing protocol.](image)

4.2.1.1. Object Statistics of AODV Mobile Nodes 1 and 2:

The individual statistics of both mobile nodes in simulated scenario are shown in figures 8(a), 8(b) respectively. The mobile node 2 is used as a hop in selected route for data transmission from source to destination.
The AODV routing traffic sent and received in both packets and bits of mobile node 2 is high than mobile node 1. As the graph shows both mobile nodes are used in establishment of routes but OPNET internal mechanism selects the route of mobile node 2 because of shortest way to destination. Mobile node 1 graph shows that it sent routing traffic only in the establishment of route but is not use any more in the communication of data packets.

4.2.1.2 Object Statistics of AODV Intermediate Nodes 1 and 2:

The individual statistics of both wireless intermediate nodes in simulated scenario are shown in figures 9(a), 9(b) respectively. The intermediate node 2 is used as a hop in selected route for data transmission from source to destination. The AODV routing traffic sent and received in both packets and bits of intermediate node 2 is high than intermediate node 1.
Fig. 9(a): Object statistics of AODV intermediate node 1.

Fig. 9(b): Object statistics of AODV intermediate node 2.

4.2.1.3. **Total AODV Traffic Sent and Received:**

During transmission of data in simulated ad hoc network routing traffic sent by all wireless nodes is shown in the above figures 9(a), 9(b) respectively. As discussed earlier that the selected route consist of four nodes, i.e. source, mobile node 2, intermediate node 2, and destination. The high level of traffic is sent by intermediate node 2 and mobile node 2 during simulation time. The source node sent a bit high routing traffic of 300 bits/sec once during first route discovery process. The intermediate node 2 sends extra high traffic of 290 bits/sec each time the route discovery process occurs. The detail analysis of the graph shows that routing data generated at source node and destination node is nearly the same as the intermediate nodes show the high traffic signals because of ’Hello’ messages to keep alive the next neighbor nodes. The routing traffic received by all wireless nodes of ad hoc network during simulation time is shown in the following figures 10(a), 10(b) respectively. The traffic received individually by destination node is less than source node. The high traffic received by nodes occur in selected route are mobile node 2 and intermediate node 2.
As discussed above that intermediate nodes have high routing traffic because of Hello messages. During simulation time these nodes receive more than 600 bits/sec traffic as shown below.

![Fig. 10(a): Total traffic sent in AODV](image1)

![Fig. 10(b): Total traffic received in AODV](image2)

### 4.2.2. Analysis of DSR Routing Protocol:

The simulated scenario evaluates performance of important TCP parameters for DSR based 6 nodes network. All nodes in network are configured to run DSR protocol and FTP sessions. In simulation process different DSR parameters are used as suggested by RFC and WLAN data rate. A single TCP connection is established between wireless nodes of scenario. The mobility pattern for mobile nodes is defined by two different self defined trajectories. Different results are taken which shows the amount of routing traffic generated the route discovery time and number of hops per route, TCP/IP traffic, no of RREQ and RREP packet.

#### 4.2.2.1 Global Statistics of DSR Routing Protocol

The simulated scenario for DSR routing protocol is the same as for AODV protocol. The different parameters defined for AODV protocol is kept same for DSR protocol to get best results for comparison of these two widely used routing protocols. The route request table of the wireless nodes in simulated ad hoc network is defined to hold 10 nodes towards destination.
The number of hops in discovered route from source to destination in DSR routing protocol is 1 as shown in the figure 11 (a) and figure 11(b) respectively. The route is established only once during start of data transmission in simulation run time. The route establishment phase in DSR protocol consists of three parts, i.e. RREQ, RREP, and route cache. Route cache is used to hold maximum number of routes at any time during simulation. The expiry time for a route in the route cache is defined as 300 seconds for this simulation scenario. The DSR routing global traffic sent and received in both packets and bits per seconds in simulated six node ad hoc network.

![Figure 11 (a): Global statistic of DSR total traffic sent.](image1)

![Figure 11 (b): Global statistic of DSR total traffic received.](image2)

### 4.2.2.2 Total DSR Traffic Sent and Received:

During transmission of data in simulated ad hoc network routing traffic sent and received by all wireless nodes as route selected by DSR protocol in simulated scenario for transmission of data between source and destination nodes consists of four nodes, i.e. source, mobile node 2, intermediate node 2, and destination. Source node sent traffic only once during start of transmission. During reply by destination node a lot of traffic is added to the data as is shown in figure 11(c) and figure 11 (d) respectively. The intermediate node 2 and mobile node 2 ads nearly same data traffic during simulation time. The source node sent less than 100 bits/sec traffic where a mobile and intermediate node 2 sent more than 500 bits/sec traffic.
Fig. 11(c): Object statistics of DSR source node.

Fig. 11 (d): Object statistics of DSR destination node.

5. MANET Routing Protocol Comparison Summary:

From the above detail research on two MANET routing protocols, to judge the performance of any routing protocol one needs to know different metrics. Both AODV and DSR routing protocols deliver a greater percentage of originated data packets where there is node mobility occur.
Both DSR and AODV are on-demand protocols whose basic characteristic is demonstrated in the shape of its overhead. DSR routing protocol limits scope and overhead of RREQ packets by using route cache. The simulation environment shows fraction of data packets as a function of both mobility rate and network load for each protocol deliver. The global statistics shows that traffic sent and received by DSR protocol is greater than AODV routing protocols. Data traffic is high in AODV during re-establishment of route between source and destination node, where in DSR traffic is going high and low during whole transmission. In order to check how AODV and DSR protocols react as rate of topology change varies; I changed the maximum node speed from 30 m/s to 5 m/s which show effect on both routing protocols. The global statistic of DSR MANET delay is very low than AODV delayed. The DSR delay is high only in start of transmission and a bit high during second and third time when route was established. On the other side AODV delay is very high in start of transmission and through out the simulation time. The results also shows that total MANET traffic sent and received by DSR routing protocol is higher than AODV. The route discovery time of DSR is good than AODV routing protocol. But the overall performance of DSR is good than AODV routing protocol in this small simulated ad hoc six node scenarios.

6. Proposed Performance Based Routing Model:

From For best routing between wireless nodes of ad hoc network a number of qualitative properties is desirable. For best and effective routing loop freedom is very necessary for data packets to avoid collision and waste of time. MANET uses time to live (TTL) to avoid such loops, but more structured approach is required to get best results. The MANET delay effects on routing very badly, as the mobile nodes are battery powered and scarce memory. The routing protocol needs to be routed intelligently and utilize network bandwidth and energy resources in a better way in case of network route delay. One of the important characteristics of MANET is dynamic topology based on node mobility. Mobile nodes in ad hoc network are free to change position frequently, therefore routing protocol needs to quickly adopt topology changes. Due to dynamic mobility and limited energy resources a unique wireless node in MANET cannot be trusted for auto configuration in case of break down. Therefore support of distributed operation is required by routing protocols to solve such type of problems. Due to lack of physical security, MANET protocols are highly exposed to different types of attacks. In MANET it is very easy for attacker to disturb network traffic, corrupt packet header, change addresses of routing messages, and increase traffic to waste bandwidth. To avoid all these threats a sufficient security protection is highly desirable in all MANET routing protocols.

Conclusion:

In this paper we present the simulation results of two wireless routing protocols under scalable mobile condition for the correctness and efficiency in such a scenario. In our fifty nodes scenario, mobile nodes which affect greatly in routing and size of the network, traffic load, and delay affects both AODV and DSR routing protocols. DSR routing protocol is not efficient for large networks with many mobile nodes and high load in terms of traffic and delay which will increase overhead. In such situation AODV routing protocol is ideal because of its hop-by-hop routing. Here we explain how to model and simulate two different routing protocols AODV and DSR. Thus the combined performance of both AODV and DSR routing protocol could be best solution for routing in MANET, instead of separate performance of both AODV and DSR. i-e data throughput of intermediate nodes shows the complete structure of simulation in autonomous system. Simulation of TORA will be next chapter of our research.
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